
The ability to secure confidential material transported over Polycom’s video, audio or data technology is key to implementing many applications. Polycom provides standards based embedded encryption in order to facilitate HIPAA compliance by organizations for patient confidentiality regardless of network type.

Ultimately, it’s the customer’s responsibility to ensure that proper privacy and security measures have been implemented to protect patient health information.

HIPPA is not technology specific, but rather dictates that an organization must use due diligence to secure patient health information. AES ([www.NIST.gov](http://www.NIST.gov)) provides 128-bit encryption that in turn bolsters an organizations ability to satisfy this requirement.

Polycom’s AES encryption provides a valuable tool to enable organizations to proactively secure confidential information during a videoconference connection regardless of the network type.